I. INTRODUCTION

Faculty, students, and staff must use the proper security controls when using wireless devices to connect to the University’s Information Systems.

II. POLICY OVERVIEW

A. By using personally owned devices within the University network for business and personal purposes, faculty, students, and staff are subject to university policies governing their use.

B. To reduce risks related to wireless networks:
   1. Unapproved wireless access points shall not be connected to the University of Denver’s internal network (LAN).
   2. Users inside the University of Denver’s firewall may not connect to the University network if they are using a wireless connection to connect to an external network.

III. PROCESS OVERVIEW

The Office of Information Technology will implement procedures to identify and document system connectivity, including any software used for wireless communication, and any communications media.

IV. DEFINITIONS

None